Ntax, AWS cBOOOIHBIN aKKayHT CO3/IaH.
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i 3 https://us-west-2.console.aws.amazon.com/console/home?nc2=h_m_mc&region=us-west-2# Py =
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Services ~ Natalya -

Amazon Web Services Resource Groups

A resource group is 5 callection of resources that
share onz ar mare tags. Craste 3 group for 2ach
project, application, o enviranment in your accourt.

o

Additional Resources

Getting Started [
Resd our documentstion or view our trsining to lesm
maore about AWS.

AWS Console Mobile App 2

Wiw your resources on the go with our AWS Cansoke
mabile app, availsble from Amazon Appstore, Google
Play, or Tunes.

AWS Marketplace (&

Find and buy saftware, launch with 1-Click and pay by
the hour.

AWS re:lnvent Announcements [

Explore the next genaration of AWS cloud capabilities.
Ses what's naw

Service Health

& Al services operating normally.
Updated: Nov 15 2015 203700 GHT+0200
Senvice Hesith Dashboard

® Feedback '@ Engiish Privacy Poloy  Tenms of Use.

Elastic Map Reduce
(EMR) - $40/mecsin

AnsrepraruBa:Cloudera Live Tutorials na Cloudera Enterprise
http://www.cloudera.com/content/www/en-us/developers/get-started-with-hadoop-tutorial.html
Yro Tam HY>XXHO CTaBUTb — CM TBIOTOpHAJIL:
http://www.cloudera.com/content/www/en-us/developers/get-started-with-hadoop-
tutorial/setup.html

BricTpo peructpupyemcs u moiryyaem KOJ U CTPAHHMILY JTOCTYTIa:



http://www.cloudera.com/content/www/en-us/developers/get-started-with-hadoop-tutorial.html

11 AWS Managemen % Y 70 Kype: Be Y <V 2 [ Thank You

«=>CH Dwww.c\oudera.cem/‘content/www/en-us/usa/aws—code-registlation/thank-you.htm\?AccessCode:OLiQ\OstrxTIUZp&status:success&oﬂ? @ ql|“_| =

Downloads Training Support Portal Partners Developers  Community Q, search lsign\n GLanguage

CIOUdera Why Cloudera Products Services & Support Solutions Get Started

Thank You for Registering

Your access code is: (| H{el{olV ET o y[Vpd.

This link will take you to AWS and prompt you to log in, if needed. It will supply CloudFormation with the URL of the template for your cluster based on
the flavar you've selected:

https://conscle.aws.amazon.com/cloudformation/home?region=us-east-1#/stacks/new?stackName=Cloudera-
Live&templateURL=https:%2F%2Fs3.amazonaws.com%2Fcloudera-live-2.0%2Fcloudformation-cloudera-live.template

About Cloudera Resources Contact Careers Press Documentation

United
Inte

[lepBsiii miar: BeIOOp KOH(UTYypaluu obsaka. [ TaBHBIM MPUHIIUIT — OCTaThCSI B paMKax
6ecrutatHoro wiaHa AWS. Ipomyckaem ero.

Bropoii mar — netanmu Cloudera Live tutorial. BBoguMm kiiro4 U3 mucsMa,IprCcIaHHOTO
Kiayaepoi.

'.'lAWSManager x‘.ﬂ-muneuaum x‘p Hadoop, uact: x‘ﬂcmmﬂau\m x‘ﬁ Amazon Web x‘M Access Code xyﬁ Create A New x‘M

«=>Cnhn https:,ﬂ’f’console.aws.amazon.com,ﬂ’cloudw‘ormation,fhome?elq=OdS1].af5b€38143d451:lc?I)SSS5985n:85liitelqclampaignld=EwLeIn‘.ﬂrackld=12t0{L7 @ ] |K_| =

AWS ~ Services v Natalya ~  N. Virginia v+ Support ~
Select Template 3 )
) ) Specify Details
| specify Details
Options
Review Specify a stack name and parameter values. You can use or change the default parameter values, which are defined in the AWS CloudFormation template.
Learn more.
Stack name | Cloudera-Live
Parameters
AccessCode OLIQIOVNSrXTIUZp| Em| Access code for the Cloudera Live service. Visit www.cloudera.comto getone
InstanceTag ClouderaLive Tag name of stack instances
InstanceType md_xlarge ¥ | Server EC2 instance type
KeyName Name of an existing EC2 KeyPair to enable SSH access to the instance
Cancel Previous Next

Tyt Tpe6yeTca kiou KeyName. Crienyer ero co3nats B koHCOIu AWS.

WucTpykunu — 31eck: http://docs.aws.amazon.com/gettingstarted/latest/wah/getting-started-
prereq.html


http://docs.aws.amazon.com/gettingstarted/latest/wah/getting-started-prereq.html
http://docs.aws.amazon.com/gettingstarted/latest/wah/getting-started-prereq.html

[/ 5 aws Manage: x Vs Cucrewa eners x Y 88 Hadoop, sact: x Y [ Setup

% VM inbox (99) - x ¥

U Create A New % Y i Setting Upte | X T

«=2>20CnN https://console.aws.amazon.com/console/home?nc2=h_m_mc&region=us-east-1# G O &8 k|l =
‘- Run and Manage Web Apps -= Release S;ftwara using Continuous Delivery @ Build, Test, and Monitor Mabile apps - -
Lambda Create a Group Tag Editor

Run Code in Response to Events.

Storage & Content Delivery
53

Stalable Storage in the Cloud
CloudFront

Global Content Delivery Network

Elastic File System F#
Fully Managed File System for EC2

Glacier
Archive Storage in the Cloud

Import/Export Snowball
Large Scale Data Transport

Storage Gateway
Integrates On-Premises IT Environments with
Cloud Storage

L X' K NN K-

Database
RDS
Managed Relational Database Service
DynamoDB
Predictable and Scalable NoSQL Data Store
<4 ElastiCache
> In-Memory Cache

Redshift

Managed Petabyte-Scale Data Warehouse Service
Networking

s VPC
W |solated Cloud Resources

Direct Connect
% Dedicated Network Connection to AWS

Route 53
Stalable DNS and Domain Name Registration

Management Tools
CloudWatch

Monitor Resources and Appiications

CloudFormation
Create and Manage Resources with Templates

CloudTrail
Track User Activity and API Usage

<& Config
¥ Track Resource Inventory and Changes

OpsWorks
Automate Operations with Chef

Service Catalog
Create and Use Standardized Products

& Trusted Advisor
"W Optimize Performance and Security

Security & Identity

g V ement
ana nd Er Keys

iy Directory Service
~e Host and Manage Active Directory

B Inspector
< Analyze Appication Security

." WAF
Fiter Malicious Web Traffic

EMR

Managed Hadoop Framework

Data Pipeline
Orchestration for Data-Driven Workflows

a
L
-
-
<
Elasticsearch Service
Run and Scale Elasticsearch Clusters
o Kinesis

= Work with Reaktime Streaming data

* earning
ic ations Quickly and Easiy

r_- Cegnite
J User Identity and App Data Sync hronization

an Device Farm
WP Test Android, Fire OS, and iOS apps on real
devices in the Cloud

== [Viobile Analytics
Collect, View and Export App Analytics

. SNS
Push Nofific ation Service

Application Services
2 APl Gateway
Buid, Deploy and Manage APIs

AppStream

Low Latency Application Streaming

CloudSearch

Managed Search Service

Elastic Transcoder
Easy-to-use Stalable Media Transcoding

SES

Email Sending Service

sas

Message Queue Service

SWF
Workflow Service for Coordinating Application
Components

=5

eme o

Enterprise Applications

@ WorkSpaces
Desktops in the Cloud

WorkDocs

Secure Enterprise Storage and Sharing Service

WorkMail ™

Secure Email and Calendaring Service

Setting Up to | X

Additional Resources

Getting Started (2
Read our documentation or view our
training te learn more about AWS

AWS Console Mobile App 7*

Wiew your resources on the go with our
AWS Censcle mebile app, available
from Amazon Appstore, Google Play,
oriTunes

AWS Marketplace 2
Find and buy software, launch with 1-
Click and pay by the hour.

AWS re:Invent Announcements (£

Explore the next generation of AWS
cloud capabilities. See what's new

Service Health

& All services operating normally

Updated: Nov 18 2015 21.08:00 GMT+0200

Service Health Dashboard

IAM Manager X

« =

C f

Services

https://console.aws.amazon.com/iam/home?region=us-east-1#home

| Dasnboard
| @ Note
The Password Policy page has been renamed to Account Settings. Click Account Settings to find your account's password policy and
other configuration options.
Details
Groups Welcome to Identity and Access Management
Users 1M users sign-in fink:
Roles hitps:i/348791613428.signin .aws.amazon.com/console Customize | Copy Link
Folicies 1AM Resources
dentity Providers Users: 0 Roles: 0
Account Settings Groups: 0 Identity Providers: 0
Credential Report Customer Managed Policies: 0
Security Status - 1 out of 5 complete.
Encrypticn Keys Delete your roct access keys v
A Activate MFA on your root account v
A Create individual IAM users v
A Use groups to assign permissions v
A Apply an |AM password policy v

eedback

Q@ English

To create a group for administrators

< - >
Additional Information
1AM documentation
Wveb |dentity Federation Playground
Palicy Simulator

‘ideos, |AM release history and additional resources

ivacy Poicy  Terms of Use

1. Sign in to the AWS Management Console and open the IAM console

athttps://console.aws.amazon.com/iam/.

2. In the navigation pane, choose Groups, and then choose Create New Group.


https://console.aws.amazon.com/iam/

AWS Manager % ¥ ¥ Cucrewa enex: x \ (8 Hadoop, wacr: x | [ Setup x Y M Inbox (99) - 0l % Create ANew X ¥ il Setting Upto | )

€« C A B httpsy//console.aws.amazon.com/iam/home?region=us-east-1#groups a®y O 8 k| =

Wi AWS -~ Services v Matalya~  Ghbal-  Support -
Dashboard Group Actions ~ 2l ale
.
Q Showing 0 results
Details
Groups [  GroupName ¢ Users Inline Policy Creation Time #
Users No records found.
Roles
Folicies

3. For Group Name, type a name for your group, such as Administrators, and
then choose Next Step.

4. In the list of policies, select the check box next to
the AdministratorAccess policy. You can use the Filtermenu and
the Search box to filter the list of policies.

[/ 5 aws Manage: x Y 00 Cocrewa ener: x Y @8 Hadoop, wacr. x Y, [ Setup % Y M Inbox (29) - x ¥ 1 Create A New X Y W Setting Up to | X ) 8 &M Manager x

L cC #f https://console.aws.amazon.com/iam/home?region=us-east-1#groups QB O & k| =
N AWS - Services v Matalya~  Ghbal~  Support -
Create New Group Wizard Attach Policy
Step 1. Group Name Select one or more policies to attach. Each group can have up to 10 policies attached.

Step 2: Atiach Palicy

tep & Reve Filter: Policy Type = | @ Showing 173 results
Policy Name % Attached Entities $ Creation Time Edited Time £
AdministraterAceess 0 2015-02.06 20:39 UTC+(200 2015-02.06 20:38 UTC+ (200
O AmazonAPIGatewayAdministrator
O AmazonAPIGatewaylnvokeFull Azcess

5. Choose Next Step, and then choose Create Group.
Your new group is listed under Group Name.

To create an IAM user for yourself, add the user to the administrators group, and
create a password for the user

1. In the navigation pane, choose Users, and then choose Create New Users.

2. In box 1, type a user name. Clear the check box next to Generate an access
key for each user. Then choose Create.

3.

I 5 AW Manage: x Y #in Cocrewa ener: x Y 8 Hadoop. wace: x Y [ Setup % ¥ Minbox (98)- ri x ¥ 11 Create & New x ¥ 1 Setting Up 2o | x 1 111 IAM Manager x

&« C A B https://console.aws.amazon.com/iam/home?region=us-east-1#users Qg0 & k| =

Natalya~  Global~  Support -

Services v

Enter User Names:
1. nata

3

4

[ Generate an access key for each user
Users need access keys to make secure REST or Query protocdl requests to AWS senvice APIs
For users who need access to the AWS Management Console, create & password in the Users panel afier completing this wizard.



4. In the list of users, choose the name (not the check box) of the user you just
created. You can use the Search box to search for the user name.

5. Choose the Groups tab and then choose Add User to Groups.

6. Select the check box next to the administrators group. Then choose Add to
Groups.

7. Choose the Security Credentials tab. Under Sign-In Credentials,
choose Manage Password.

[/ 7 aws Manage: x Y #in Cucrewa ener: x Y @8 Hadoop. wacr % [ Setup % VM Inbox (99) - X ¥ 1A Create A New X ¥ WA Setting Up to | X ) 11 1aM Manager Y Y Sl lecnlon

&« C A O https;//console.aws.amazon.com/iam/home?region=us-east-1#users/nata Q®dy & k| =
F g W =l

Dashboard M > Users > nata
‘- Summary
User ARN: am:aws:iam: 57161 3428 userinata
Has Password: No
Groups (for this user):
Path:
Creation Time: 2015-11-18 21:14 UTC+0200

Groups || Pemmissions || Security Credentials

Arcess Keys

Create Access Key

Sign-In Credentials A
UserName  nats Manage Password
Password  No
LastUsed NIA
Multi-Factor Authentication Device Ne Manage MFA Device

Signing Certificates  Nane Manage Signing Certificates

SSH keys for AWS CodeCommit ~

@ Feedback () English PvacyRmy | Tems oiuse

8. Select Assign a custom password. Then type a password in
the Password and Confirm Password boxes. WWhen you are finished,
choose Apply.

Maponb 4nata

[anee, MOXHO He BbIXOAs, Y3HaTb Yepes Npodunb akkayHT



Billing |

Services ~

Dashboard ~Account Settings Edt 2
Bills
Cost Explarer Account Id

Account Name: Natalys
Password: "

ports
Cost Allocation Tags

Payment Methods ~Contact Information =

Full Name: K=
Address: F.O
City: Zaperzhzhya
State: Zaporzka
Fostal Code: 52114
Country: UA
Phone Number: +380312257538
Company Name:
‘Website URL:

~Local Currency Preference Esit

Wihen you set 3 Paymer
Whe should use this servie

Many customers pay foreign transaction fees when they use f
competitive rates . but you shoukd compare our rates with your o
tight for you

Currency you will be able to view your estimated bills and pay your AWS invoices in your preferred curency.

cards for cross
cand statements 1o g

worked hard to pr
¥ convarsion s

transactions. We'v
v f using our cu

Things you should knowr

for this sen
4 must be 3 Visa or M.
ppiied to your invaice will be the current rate
Billing Consale.

plion to switch back to USD

» Gurrency conversion is provided by Amazon Services LG,

inUSD

hat time your invoice is created. You can always check the

To get started, please select your currency below.

Selected Currency: USD - US Dollar  Edit

~Alternate Contacts Esit

You may designate ahtemate cantacts for your account who may be helpful when you are not available. Enter aherate contact information
below

Billing
Contact: None

https://console.aws.amazon.com/billing/ -

348791613428

W 3antu ¢ agpeca: https://lyour_aws_account_id.signin.aws.amazon.com/console/

roe your_aws_account_id=348791613428

B KOHCOMb. BBOANM MMs nonb3oBaTens 1 Naposib, TOMLKO YTO co3aaHHble B IAM.

[anblue — AnnHHas nctopus o ToM, Kak cosgaTtb keyPair.
' T AWS Mar % \ ff) Cacrewa % Y\ % Hadoop, X Y [ Sctup % Y M AWSSup x Y il Biling M: % Vi Billing Mc % Y\ i Amazon | X ¥ i Setting U %} 8. Amazon x%

€& > C A B httpsy//signin.aws.amazon.com/oauth?SignatureVersion=48X-Amz-Algorithm=AWS4-HMAC-SHA256&X-Amz-Credential =AKIAJIMOAT 1€ ¢ 0 & k| =

“Your authentication information is incorrect. Please try again

Account: 348791613428 |

User Name: |nata |

MFA users, enter your code on the next screen.

3anyckailTe Kof, — W HE HYKHO YNpaBnaTk cepeepammn

m Monpobyite AWS Lambda ceroaHs

6ecnnatHo

Sign-in using oot sccount credentisls

Terms of Use Privacy Policy © 1086-2015, Amazon Web Services, Inc. or its affiistes.



Create a Key Pair

AWS uses public-key cryptography to secure the login information for your instance.
You specify the name of the key pair when you launch your instance, then provide the
private key to obtain the administrator password for your Windows instance so you can
log in using RDP.

If you haven't created a key pair already, you can create one using the Amazon EC2
console.

To create a key pair

Open the Amazon EC2 console at https://console.aws.amazon.com/ec2/.

From the navigation bar, in the region selector, click US West (Oregon).

In the navigation pane, click Key Pairs.

Click Create Key Pair.

Enter a name for the new key pair in the Key pair name field of the Create Key
Pair dialog box, and then click Create. Choose a name that is easy for you to
remember.

ok b=

il EC2 Managemen: x

« > C K [ https://us-west-2.console.aws.amazon.com/ec2/v2/home?region=us-west-2#KeyPairs:;sort=keyName Qof‘g‘ O ® k|l =

Create Key Pair X

Key pair name: [<eyPairshats =]

ot
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[T] AWS ~ Services nata @ 3487-9161-3428 - Oregon -  Support =

ECZ Dashboard [P S SN | |mport Key Pair | Delete

o

Events ‘ o 80

Tags ') a 1101 0f1

Repors

Limits B Keypair name - | Fingerprint

@ KeyPairdNsta Oe:01:02:28:02: 77 3e:d@e5: 70: a5

Instances

Spot Requests
Reserved Instances
Commands

AMls
Bundle Tasks

Volumes

Snapshots

Security Groups
Elastic IPs
Placement Groups
Key Pairs
Network Interfaces

Losd Balancers Key Pair: KeyPair4Nata _N =] =]

] AUTO SCALING Key pair name  KeyPairdhata
Launch Configurations Fingerprint  0=:01:02:85:02:08: 50.6d:52:43 77 32:09:e5: 70,85 B2 Garde ba

Auto Scaling Groups

® Feedback @ Engiish Prvacy Poloy  Terms of Use

6. The private key file is automatically downloaded by your browser. The base file
name is the name you specified as the name of your key pair, and the file name
extension is .pen. Save the private key file in a safe place.

Important

This is the only chance for you to save the private key file. You'll need to provide
the name of your key pair when you launch an instance and the corresponding
private key each time you connect to the instance.

7. Prepare the private key file. This process depends on the operating system of the
computer that you're using.
o If your computer runs Mac OS X or Linux, use the following command to
set the permissions of your private key file so that only you can read it.

$ chmod 400 my-key-pair.pem

o If your computer runs Windows, use the following steps to convert your
.pem file to a .ppk file for use with PuTTY.
a. Download and install PuTTY
from http://www.chiark.greenend.org.uk/~sgtatham/putty/. Be sure

to install the entire suite.

b. Start PuTTYgen (for example, from the Start menu, click All
Programs > PuTTY > PuTTYgen).

c. Under Type of key to generate, select SSH-2 RSA.


http://www.chiark.greenend.org.uk/~sgtatham/putty/

d. Click Load. By default, PuTTYgen displays only files with the
extension .ppk. To locate your .penfile, select the option to display
files of all types.

e. Select your private key file and then click Open. Click OK to
dismiss the confirmation dialog box.

f. Click Save private key. PuTTYgen displays a warning about
saving the key without a passphrase. Click Yes.

g. Specify the same name that you used for the key pair (for
example, my-key-pair) and then clickSave. PuTTY automatically
adds the .ppxk file extension.

nocrne Bcex ycunun nonyvaem cosgaHHoe ans CLoudera obnako B AWS

' AWS Manage: % Y T Cucrewa ener: X Y Hadoop, wacr: X 1 [ Setup %V Access Code X)) 8 CloudFormatic % NN Setting Up to11 5 YW AWS Mansger x
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Filter: A°tV== By Name: Shewing D stacks

Design a template

Templates tell AWS CloudFormation which AWS resources to provision and how to provision them. When you create a CloudFormation
stack, you must submit a template.

To bui and view templates, you can us
that you want to add to your template and

drop tool ¢ S CloudFormation Designer. You drag-and-drop the resources
to crests connections. To use Designer to creste a tempiate of to

hoase Design template.

Design template

Create a Stack
AWS CloudFormation allows you to quickly and easily deploy your infrastructure resources and appications on AWS. You can use ons of
the templates we provide to get started quickly with appications or Drupal, cne of the many sample templates or creste

.

your ow

mplate.

You do not cumently have any stacks. Click the Create New Stack bunion below to creste 3 new AWS Cloudformation Stack.

Create New Stack

Create a Template from your Existing Resources

If you airesdy have AWS resources running.
can captu

loudF ormer tool can create a template from your existing resources. This means you

applications N

To do this, eiick Launch CloudFormer and creat udF ormation stack that runs the CloudFormer tool. Ater the stack creation is
complete, navigate to the CloudFormer URL avaiisble on the Outputs tab

Launch GloudFormer

I'IpanmbelPl OTBET:. CepBUC B MNnpoLecce co3gaHnd

e cle

Filter: AtVE~ By Name:

Stack Name. Created Time. Status. Description

Cloudera-Live 2015-11-18 21:34:08 UTC+0200 REATE_IN_PROGRE! AWS ClougFarmation template for Cloudera Live. Launches 4 nodes and invakes Cloudera Live's service to install Cloudera's Big Data stack, samples datasets and a tutonial



